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Summary 

 

Objective: This article proposes cyberspace as the seventh asset specificity in 

Transaction Cost Theory. To support this view, this article aims to answer the 

following interconnected questions: (i) what are the characteristics of 

cyberspace? (ii) what possible forms can it take considering the convergence 

between asset specificities in the physical and digital environments? 

Methodology: This article adopts theoretical and analytical methods, with an 

analysis of the literature dedicated to Transaction Costs and Cyberspace. 

Originality: Cyberspace is proposed as the seventh asset specificity in 

Transaction Cost Theory, expanding the traditional framework to include 

digital environments. Unlike conventional assets, cyberspace introduces a triad 

of connectivity, interactivity, and visibility, serving as a medium and as asset 

specificity that influences business models. This new asset accentuates the role 

of cyberspace in transaction costs and managing uncertainty within 

increasingly digitalized economies. 

Theoretical contributions: Cyberspace has the potential to integrate 

transaction cost theory, highlighting the management of specific assets - 

constituting a broad field for empirical research. In addition, it is proposed that 

cyberspace is correlated with the evolution of Service Innovation Theory, 

discussed in depth by Gallouj and Djellal (2010, 2018 and 2023).  

Managerial contributions: The relevance of cyberspace as an asset specificity 

is emphasized, enabling managers to understand better and manage uncertainty 

when making specific investment decisions. These elements are essential for 

establishing unique characteristics, promoting efficiency, reducing transaction 

costs, and managing uncertainty. 

 

Keywords: cyberspace, asset specificity, connectivity, interactivity, visibility 
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CYBERSPACE AS ASSET SPECIFICITY 

Resumo 

 

Ciberespaço como Especificidade de Ativos 

 

Objetivo: Este artigo propõe o ciberespaço como a sétima especificidade de ativos na Teoria 

dos Custos de Transação. Para apoiar essa visão, este artigo visa responder às seguintes 

perguntas interconectadas: (i) quais são as características do ciberespaço, (ii) que formas 

possíveis ele pode assumir, considerando a convergência entre as especificidades de ativos nos 

ambientes físico e digital? 

Metodologia: Este artigo adota métodos teóricos e analíticos, com uma análise da literatura 

dedicada aos Custos de Transação e ao Ciberespaço. 

Originalidade: O ciberespaço é proposto como a sétima especificidade de ativo na Teoria dos 

Custos de Transação, expandindo a estrutura tradicional para incluir ambientes digitais. 

Diferentemente dos ativos convencionais, o ciberespaço introduz uma tríade de conectividade, 

interatividade e visibilidade, servindo como meio e como especificidade de ativo que influencia 

os modelos de negócios. Esse novo ativo acentua a função do ciberespaço nos custos de 

transação e na gestão da incerteza em economias cada vez mais digitalizadas. 

Contribuições teóricas: O ciberespaço tem o potencial de integrar a teoria dos custos de 

transação, destacando a gestão de ativos específicos - constituindo um amplo campo para a 

pesquisa empírica. Além disso, propõe-se que o ciberespaço esteja correlacionado com a 

evolução da Teoria da Inovação em Serviços, discutida em profundidade por Gallouj e Djellal 

(2010, 2018 e 2023).  

Contribuições gerenciais: Enfatiza-se a relevância do ciberespaço como uma especificidade 

de ativos, permitindo que os gerentes compreendam melhor e gerenciem a incerteza ao tomar 

decisões específicas de investimento. Esses elementos são essenciais para estabelecer 

características únicas, promover a eficiência, reduzir os custos de transação e gerenciar a 

incerteza. 

 

Palavras-chave: ciberespaço, especificidade do ativo, conectividade, interatividade, 

visibilidade 

Resumen 

 

El ciberespacio como Especificidad de los Activos 

 

Objetivo: Este artículo propone el ciberespacio como la séptima especificidad de los activos 

en la Teoría de los Costes de Transacción. Para apoyar esta opinión, este artículo pretende 

responder a las siguientes preguntas interconectadas: (i) ¿cuáles son las características del 

ciberespacio?; (ii) ¿qué posibles formas puede adoptar teniendo en cuenta la convergencia entre 

las especificidades de los activos en los entornos físico y digital? 

Metodología: Este artículo adopta métodos teóricos y analíticos, con un análisis de la literatura 

dedicada a Costes de Transacción y Ciberespacio. 

Originalidad:  Se propone al ciberespacio como la séptima especificidad de activo en la Teoría 

de los Costes de Transacción, ampliando así el marco tradicional para incluir los entornos 

digitales. A diferencia de los activos convencionales, el ciberespacio introduce una tríada de 

conectividad, interactividad y visibilidad, actuando tanto como medio como especificidad de 

activo que influye en los modelos empresariales. Este nuevo activo resalta de manera 

significativa el papel fundamental del ciberespacio en la reducción de costes de transacción y 

en la gestión de la incertidumbre en economías cada vez más digitalizadas. 

Aportaciones teóricas: El ciberespacio tiene el potencial de integrar la teoría de los costes de 

transacción, destacando la gestión de activos específicos - constituyendo un amplio campo para 
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la investigación empírica. Además, se propone que el ciberespacio está correlacionado con la 

evolución de la Teoría de la Innovación en Servicios, discutida en profundidad por Gallouj y 

Djellal (2010, 2018 y 2023).  

Aportaciones gerenciales: Se destaca la relevancia del ciberespacio como especificidad de un 

activo, lo que permite a los gestores comprender mejor y gestionar la incertidumbre a la hora 

de tomar decisiones específicas de inversión. Estos elementos son esenciales para establecer 

características únicas, promover la eficiencia, reducir los costes de transacción y gestionar la 

incertidumbre. 

 

Palabras clave: ciberespacio, especificidad activo, conectividad, interactividad, 

visibilidad 

 

 

Introduction 

 

Understanding how firms are being created and structured, and explaining their 

diversity, behavior, and limits has been an objective to reaching a coherent understanding of 

organizations in the economy. This search was initiated by Ronald Coase (1937) who asked the 

question “Why does the firm exist?”, a primary, simple and non-trivial question, which was 

later deepened by Williamson (1985). This question came to constitute a broad field of research 

triggered to reduce transaction costs. 

Transaction Cost Theory (TCT) is gaining prominence due to the growing complexity 

and expansion of markets through cyberspace. Indeed, companies must seek compliance and 

quality in their processes, and their managers have realized that sustainability is a non-isolated 

action necessary to managing opportunities and mitigating risks, whether related to the business 

itself or arising from its value chain (Rayport & Sviokla, 1995). 

Cyberspace is a complex socio-technical system that results from the interaction 

between humans and technologies. The growing complexity and non-linear behavior of this 

system increase the probability of uncertain events while businesses are launched and boosted. 

However, the literature does not yet have a complete understanding of how economic and 

political factors interact in this complex context (Dunn Cavelty & Wenger, 2022).  

This new socio-technical environment encompasses a wide range of theories to be 

discussed, including e-business, non-fungible tokens (NFT), and the metaverse encapsulating 

the innovations emerging from this environment (Park & Kim, 2022). However, delimiting 

cyberspace is not a simple task. No theory or traditional management practice can thoroughly 

explain its potential. 
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Some studies have highlighted that the lack of clarity in the definition of terms related 

to operations in cyberspace, or even the lack of a straightforward terminological convention, is 

a barrier to economic, political, and social interoperability (Douzet, 2014; Janczewski et al., 

2019). This terminological ambiguity can hinder international cooperation, compromise the 

effective formulation of laws and regulations, and delay the development of secure and effective 

technologies.  In contrast, the ease of access and the wide variety of online resources have made 

cyberspace widely used for personal and business purposes.  

Statistical data clearly illustrate the significant growth in online sales of products and 

services in international trade over the 2014-2023 period. This segment grew an average of 42% 

per year and is estimated to grow by 56%, reaching about 8.1 trillion dollars by 2026 (Statista, 

2022). 

Given the evolution of business models and how transactions are carried out, identifying 

and understanding the specificities of the assets that permeate cyberspace can be challenging. 

Practical observations using Transactional Cost Theory (TCT) make it possible to guide the 

choice of effective governance control to minimize risks in these transactions. TCT offers three 

dimensions of analysis that identify the best governance controls for this purpose: asset 

specificity, uncertainty, and frequency (Williamson, 1979). 

Regarding the specificity of assets, Williamson (1985) identified six types of asset 

specificity, including local, physical, human, dedicated, brand, and temporal specificity. Since 

then, asset specificity has been considered a key element of Transaction Cost Economics and it 

is frequently seen as a dominant theoretical element in explaining organizational boundary 

decisions (Geyskens et al., 2006). 

Moreover, without specific assets, the world of contracts would be simplified, and TCT 

would lose most of its predictive power since there would be a decrease in risk, and many 

contractual incentives would lose their value (Williamson, 1985; Silva et al., 2017). 

TCT aims to maximize results through efficiency, considering the behavior and 

coordination of those involved in transactions. However, cyberspace introduces complexity due 

to its interactive and dynamic nature (Rossi, 2023). Existing theories may need to fully capture 

how digital, virtual, and physical interplay affect governance decisions and cost structures. 

Numerous studies have used TCT mainly as a framework for analyzing specific 

economic contexts, without offering any direct theoretical contribution to the development of 

the theory itself. Whether on topics related to logistics (Mou & Cheong, 2022), agribusiness 

(Mack et al., 2024), and digital services (Kerner & Kitsing, 2023) to blockchain (Yang et al., 
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2023; Wang et al., 2024), authors often apply theory to practical realities, but fail integrate the 

nuances of these realities back into TCT with a view to its improvement and expansion. 

Within this context, this article aims to address cyberspace as the seventh asset 

specificity in Transaction Cost Theory. To achieve this objective, this article explores the 

following interconnected questions: (i) What are the characteristics of cyberspace? and (ii) 

Which possible forms can it take, considering the convergence between asset specificities in 

physical and digital environments? 

Considering that accessing cyberspace is not an action isolated from the real world, but 

an action necessary to coordinate any transactions arising from the business itself and its value 

chain, the aim is to build a model that can synthesize and disclose transaction costs linked to 

cyberspace. This can help managers and researchers in expanding their knowledge about fairer 

trading costs when they are aware of the opportunities and risks that arise from cyberspace.   

In this research we adopted a systematic review methodology to investigate cyberspace 

as a possible new asset specificity in Transaction Cost Theory. The search was carried out using 

the Web of Science database, applying keywords such as “transaction costs,” “asset 

specificity,” “cyberspace,” and “service innovation.” The articles were selected to examine the 

characteristics of cyberspace and the possible forms of convergence between asset specificity 

in the physical and digital environments. There were no restrictions on the publication period, 

allowing for the inclusion of both seminal and recent literature.   

As the literature on Transaction Costs and Cyberspace has expanded, the relevance of 

this study is evident as firms seek to enhance efficiency and productivity within the cyber 

environment. These factors influence business models and the management of assets across 

digital and physical spaces. 

To address these topics, the study employed two primary strategies: first, we researched 

the diverse literature on transaction costs and cyberspace from different perspectives and 

theoretical approaches. Then, using an interpretative approach, we grounded the perspective of 

cyberspace as an asset specificity in Transaction Cost Theory. 

This paper is organized into five sections. The first section is devoted to the exploration 

of the cyberspace concept, briefly addressing the historical context of cybernetics. The second 

and third sections present the transaction costs and the respective asset specificities to introduce 

and discuss the potential of cyberspace, exposing associations and distinctions regarding the 

other six specificities existing in the Transaction Cost Theory. In the fourth section, cyberspace 

is discussed as a seventh asset in transaction cost theory, exploring its characteristics through 

the triad of connectivity, interactivity, and visibility and how these characteristics combine. 
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Finally, in the last section, we offer the opportunity to understand the influence of transaction 

costs, adding cyberspace as an analysis of one of the types of transaction specificities and 

connection with the Theory of Innovation in Services. 

 

1 From History to Practice: The Evolution of Cyberspace 

 

Cyberspace is a space for interaction and communication that transcends physical 

barriers, allowing people to connect and share information from anywhere (Kim, 2004; Rossi, 

2023). Although its prefix (cyber) is initially associated with the science of communication and 

control (Wiener, 1954), cyberspace has evolved to include various platforms and technologies, 

such as e-business, social networking, online gaming, and virtual reality. As a result, cyberspace 

now constitutes a fundamental element of business, with significant implications for the 

economy, politics, and society. 

 

1.1 Historical Context of Cybernetics 

 

Cybernetics has played an essential role in developing the concept of cyberspace, 

making it necessary to address its history. The tendency to create words based on the cybernetic 

root proved popular at the end of the 20th century, and many of these terms that use the prefix 

cyber are used in other areas such as cyberculture, cyborg, cyberpunk and cybersecurity, among 

others (Kim, 2004) 

The birth of cybernetics has been called the Big Bang of the Information Age, which 

may make sense, considering the complexity and intensity of its eruption. Although cybernetics 

is an area of pluralistic and interdisciplinary scientific knowledge (Wiener, 1954; Beer, 2002; 

Kandjani et al., 2012; Schmidgen, 2020), the term came to prominence during work and 

experiences related to the Second World War, carried out by the mathematician Norbert 

Wiener, who published in 1948 a book entitled “Cybernetics: or the control and communication 

in the animal and in the machine”d. Having its origin in the Greek kubernetes, cybernetics 

properly means the art of the pilot, leading to the understanding of control and direction 

(Wiener, 1954; Abbagnano, 2007). In his book, Wiener develops and presents the hypotheses 

of this theme, arising from research and multidisciplinary interaction with other scientific 

groups formed by mathematicians, physicists, engineers, and social scientists. 

 
d Wiener later discovered that Ampère had already used the same word in reference to the political science (Wiener, 

1954). 
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In another book entitled “Cybernetics and Society: the human use of human beings” 

Wiener (1954) presents the purpose of cybernetics, exposing then, the science of 

communication and control between living beings and the machine, communication aiming to 

connect systems and control, in addition to regulating behavior. Wiener (1954, p. 16) defended 

the thesis that “the physical functioning of the living individual and that of some of the most 

recent communication machines are exactly parallel in the analogous effort to dominate control 

entropy (control) through feedback”.  

Thus, control, feedback, and the relationship between machines and people constitute 

the triad of cybernetics. The entropy mentioned by Wiener is a term borrowed from 

thermodynamics. It is a measurement of disorder, uncertainty, and loss of information, the 

reversal of which requires control by a system over the environment, just as it occurs in physical 

systems (Abbagnano, 2007). 

In this context, the development of cybernetics has led scientists to design new and 

complex mathematical models to expand the man-machine system, enabling the emergence of 

new terms “cyber” commonly used in contemporary times, which owe their origins to 

cybernetics, which inaugurated a new large number of developments (Kandjani et al., 2012), 

such as cyberspace. 

 

1.2 The Cyberspace 

 

One of the first concepts of cyberspace is attributed to the science fiction work 

“Neuromancer” (Gibson, 1984), where cyberspace is used to describe an immersive virtual 

environment accessed through computer networks. Emerging theories, such as cybernetics, 

influenced Gibson (Henthorne, 2011). However, beyond fiction, we see that many transactions 

now take place in cyberspace, including online shopping, electronic transfers, digital 

communication and file sharing, making it a practical field of action. 

There is a consensus in the literature about the importance of connectivity and 

interactivity for digital operations (Kang, 1999; Ning et al., 2018; Lippert & Cloutier, 2021; 

Dunn Cavelty & Wenger, 2022). Regarding connectivity, cyberspace connects people, 

companies, and institutions through commercial and non-commercial transactions, going 

beyond it to encompass various physical, social, and even thought space aspects (Penttinen et 

al., 2018; Ning et al., 2018). In parallel, cyberspace presents itself as a new universe of 

architectures in which interactivity is increasingly attractive and diverse for business models. 
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In this environment, technologies and communication can enable social interaction between 

individuals who would not otherwise meet or engage in conversation in real space (Kang, 1999). 

Connectivity and digital technology, developed in cyberspace, have profoundly 

transformed business models, labor markets, and governments, presenting new challenges and 

opportunities. Technological advances have been used to drive open innovation and 

collaboration between companies and institutions and contribute to developing digital tools that 

promote mass collaboration and co-creation between companies and individuals. So much so 

that some studies have presented how connectivity can be used to drive innovation 

(Chesbrough, 2003), collaboration (Tapscott & Williams, 2008), productivity in companies 

(Brynjolfsson & McAfee, 2014), digital tools such as the Internet of Things (Bunz & Meikle, 

2017), blockchain (Hu et al., 2019), which are transforming cyberspace by connecting physical 

devices to digital networks. 

Moreover, being an interactive environment, cyberspace constantly evolves beyond 

traditional forms of collaboration, such as the client-server model and peer-to-peer or web 

services. The co-creation of value by service providers can lead to greater interactivity and 

information sharing, reducing information asymmetry by allowing providers to tailor their 

services based on more accurate data. It has transformed traditional models of production, 

consumption, and collaboration (Benkler, 2006). In addition, it is self-organizing and has 

characteristics that distinguish it from other collaboration environments (Lévy, 1999; 

Janczewski et al., 2019).   

Cyberspace, like cybernetics, is characterized by plurality and multidisciplinarity and 

stands out for its difference from classical media. Its interactivity and ability to adapt to users’ 

demands drives innovation and network economic development (Castells, 1999). In this 

environment, each individual can become a broadcaster on an equal footing with print or 

television media. This leads to the understanding that cyberspace constitutes a product and a 

reproducer of physical space. 

Despite the advances and business opportunities being explored in cyberspace, issues 

regarding challenges and risks deserve to be debated in light of socio-economic, ethical, and 

political implications. While there is an emphasis on political polarization and the manipulation 

of public opinion through social media, another challenge highlighted is the question of privacy 

and security of personal data, which is becoming increasingly important in an increasingly 

connected and interactive world (Castells, 2012; Cohen, 2013). 

In regulatory contexts, governments have promulgated norms and policies related to 

cyberspace and created agencies and departments dedicated to cybersecurity and governance. 
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These actions have varied according to each country’s different approaches and interests and 

often reflect the tensions between protecting national security and promoting freedom and civil 

rights (Johnson & Post, 1996; Dunn & Wenger, 2022). However, there needs to be a thorough 

understanding of how economic and political factors interact. 

Furthermore, the relationship between cyberspace and global geopolitics has been 

discussed, emphasizing the importance of cyber security issues in the international arena. 

Nevertheless, geographic boundaries apply in a jurisdiction with national responsibilities 

(Douzet, 2014), going beyond business models. The United Nations (UN) have been dedicated 

to discussing issues related to cyberspace through several of its agencies, such as the 

International Telecommunication Union (ITU), the United Nations Educational, Scientific and 

Cultural Organization (UNESCO, 2005), the Security Council, among others. In addition, other 

international organizations, such as the Organization for Economic Cooperation and 

Development (OECD) and the European Union (EU), have issued recommendations and 

guidelines for governance, security, privacy, and digital inclusion in cyberspace. 

 

2 Transaction Costs 

 

Adam Smith’s work on the division of labor and the “invisible hand” theory has 

significant implications for transaction cost economics (Smith, 2013). Smith argued that the 

division of labor could lead to increased productivity and efficiency as individuals specialize in 

particular tasks and exchange the goods and services, they produce in a market economy. This 

exchange process involves transaction costs, such as negotiating, monitoring, and enforcing 

contracts, which can reduce the efficiency of markets.   

In fact, Smith and the first economists sought to understand the dynamics of 

inventiveness and the increased productivity generated by the evolving economy (Nelson & 

Winter, 2002) and, more broadly, how technological, and innovative changes would drive the 

economic growth processes. 

Later economists, such as Ronald Coase and Oliver Williamson, built on Smith’s ideas 

by focusing on the role of transaction costs in shaping economic behavior and organizational 

structures. They argued that transaction costs can create inefficiencies and market failures, 

leading to the emergence of alternative forms of governance, such as firms and contracts, that 

can reduce these costs and improve economic performance.  

The theory of the firm was established in 1937 with the publication of the book “The 

Nature of the Firm” by Ronald Coase and gained notoriety with the works of Williamson, who 
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followed Coase’s premise and expanded the idea that the costs involved in a transaction are 

fundamental in a negotiation, culminating in the effective contract. 

The theory is appropriate for understanding organizations, their monitoring coordination 

costs, control and transaction management, and their respective specificities.  From the 

proposition that transaction costs are central to the study of economics, Williamson (1979) 

developed the critical dimensions to characterize transactions and described the main 

transaction governance structures, indicating how and why transactions can be combined with 

organizations in a discriminatory manner. 

Subsequently, Williamson (1991, 1996) postulated that costs are produced from 

transaction dimensions (frequency, asset specificity, and uncertainty) in addition to behavioral 

assumptions (bounded rationality and opportunism), which together act through governance 

structures (market, hierarchical and hybrid) that incorporate a transaction as the unit of analysis.  

Transactions differ from one another and have distinct attributes that are observable in 

practice, so much so that specificities assets, opportunism, and incompleteness of contracts 

make the investment subject to risks and adaptation problems, generating transaction costs. 

Gallouj & Djellal (2011) argue that the concept of transaction costs in the context of service 

innovation can be particularly high due to the uncertainty and ambiguity of many service 

innovations and the need to negotiate new and often complex service contracts.  

However, increasingly, service innovation focuses on improving capabilities related to 

customers, their interactions and experiences (i.e., understanding needs, loyalty, 

complementary knowledge, tacit knowledge). Therefore, experience has been recognized as a 

critical element for service quality, which integrates a positive cost-benefit perception by 

customers (Pine et al., 1999; Espino-Rodríguez et al., 2008; Sundbo et al., 2022).  

In this context, cyberspace has proven to be an enabling environment for service 

innovation, providing valuable resources and tools for co-creation, personalization, immediate 

feedback, data analysis, prototype testing, and access to resources. With these features, 

companies can develop and launch innovative services. Studies argue that value co-creation in 

services can help reduce transaction costs by facilitating communication, information sharing 

and collaboration among stakeholders. Indeed, value co-creation can help increase the 

efficiency and effectiveness of the service innovation process (Gallouj & Weinstein, 1997; 

Prahalad & Ramaswamy, 2004; Vargo & Lusch, 2016). 

The advantages of reduced transaction costs also include easier communication and 

information exchange between stakeholders, as well as the possibility of process automation 

and the use of digital technologies to improve efficiency and productivity. In addition, co-
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creation of value in the digital environment can enable greater customization of services, or 

interactive or co-productive actions based on customer data and behavior, as well as rapid 

adaptation to changing customer needs and demands (Nagle et al., 2020; Rubalcaba, 2023). 

The rapid adoption of cyberspace and its integration into the ecosystem have driven the 

emergence of a wide range of services, which progressively interconnect with the industry. This 

interconnection is considered both cause and effect of the complexification of economic 

systems, whose strategies enable new activities and services (Desmarchelier, 2019). 

Cyberspace stands out as a repository of service provision, offering various accessible, 

customizable, fast, and constantly evolving options. 

Depending on how they are undertaken and coordinated, organizations seek to reduce 

transaction costs by achieving status and to maximize profits from transactions (Williamson, 

1991; Ménard, et al. 2014). It will be up to the organization to stand out and differentiate itself 

due to the specificities of the assets it transacts concerning other organizations, including those 

that transact in cyberspace. 

The central concept of TCE is asset specificity, which has been discussed as a dominant 

theoretical element in explaining organizational boundary decisions (Geyskens et al., 2006). 

When creating or managing a business model, it is essential to consider asset specificities as 

they affect the choice of business strategies and partnerships. The analysis of asset specificities 

is critical as it directly influences the transaction cost and efficiency of the firm’s operations, 

identifying opportunities to reduce costs and increase competitive advantage (Lepak & Snell, 

1999) and organizational capabilities (Teece, 2014). 

Analyzing asset specificities can help the company identify how to reduce costs and 

increase its strategic flexibility. For example, if the company depends on a specific supplier to 

provide a specific asset, it may be forced to work exclusively with that supplier, which increases 

transaction costs (Williamson, 1991). However, if the firm can develop its capabilities to 

produce or procure specific assets, it can reduce transaction costs and increase its strategic 

flexibility. Thus, careful analysis of asset specificities can be critical to a company’s bottom 

line. 

Furthermore, North (1990) states that individuals or organizations incur adaptation costs 

to adjust to the new conditions imposed by changes in the economic environment. These costs 

may include the need to develop teams, invest in new technologies or reorganize the 

organization’s activities (internal, external or hybrid), involving the analysis of the specific 

assets present in the business model. 
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Asset specificity is a fundamental attribute in resource allocation, which refers to the 

degree of difficulty in transferring an asset to another user without significant loss of value 

(Saes et al., 1997). Furthermore, assets cannot be easily replaced or reused in other activities 

because their transfer may result in a loss of value. The Transaction Cost Theory, proposed by 

Williamson (1985, 1991), identifies six asset specificity types that affect economic transactions’ 

efficiency. Next, these six types are presented to understand the relevance of the asset 

specificity concept for the economic theory and its implications for the business practice: 

 

1) Locational asset refers to the specificity of assets tied to a specific geographic location, 

such as adjacent workstations that aim to save on inventory and transportation. This 

type of specificity can generate high transaction costs if the asset is difficult to transfer 

or reproduce in another geographic area. 

2) Physical asset is related to specialized assets for a specific matrix, service, production 

process, or technology and can generate high transaction costs if the asset cannot be 

easily adapted or reused for other purposes. 

3) Human asset arises from learning by doing, skills, or knowledge specific to a particular 

job, such as a teacher’s experience, an accountant's expertise or a software engineer’s 

knowledge. When these assets are considered essential to the company, they can 

generate high transaction costs if the professional is difficult to replace or his skills are 

not transferable to another business activity. 

4) Dedicated asset refers to products and services tailor-made for a specific customer or 

intended for a specific transaction, such as a customized product or a specialized 

service. In addition to franchises, considered a classic example of dedicated asset, this 

includes long-term contracts and investments in technology. If the asset cannot be 

easily repurposed for other customers or transactions, this can lead to high transaction 

costs.  

5) Brand asset, which represents brand capital, considers the value attributed to a brand 

or its reputation, which can be specific to a particular product or service. Brand 

specificity results in high transaction costs when a company’s reputation is difficult to 

replicate or when customers have strong loyalty for a particular brand. 

6) Temporal asset is a type of asset that has a defined expiration date, such as service 

contracts or leases. It may refer to assets with a limited life span or with a different 

value at different times. In addition, time specificity can relate to seasonal or needed 
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assets only in specific periods, which can also create high transaction costs if the asset 

cannot be easily replaced or reused. 

 

Figure 1 

Assets Specificities  

 

 

Source: Based on Williamson (1985, 1991) 

 

Understanding the type and degree of asset specificity is a prerequisite for determining 

the ideal governance structure for a transaction or relationship. A higher degree of asset 

specificity usually requires a higher level of coordination and investment in governance 

mechanisms to reduce transaction costs. 

In the “physical” environment, if an organization needs a certain equipment to produce 

a specific service, the availability of that equipment is an important asset specificity. If the 

company does not have the equipment, it may have to look for an external supplier to acquire 

it. In this case, the availability of other specific assets, such as the skill and knowledge needed 

to operate the equipment and the human asset, also becomes critical. 

However, the interdependence is a relevant characteristic of asset specificities, 

considered valuable for a given transaction (Williamson, 1985; Milgrom & Roberts, 1992). The 

specificity of assets can influence each other and create an interdependence that affects the 

behavior of the parties in a transaction. This is because specific assets are often complementary 

and necessary for carrying out the activities required to complete a transaction. 

 

3 Introducing Cyberspace into the Specificities of Assets 

 

Introducing cyberspace into the light of asset specificities, involve specific investments 

for creating and maintaining online platforms and systems that may or may not be highly 

specific to the transactions and interactions that take place in this environment. For example, a 

company that invests significant resources to develop an e-commerce platform must be able to 

process payments, manage inventory, serve, manage, and protect customer information and 

Transaction
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data. This platform, being highly specific to the company and its customers, cannot be easily 

replaced or replicated if there is a breach in the contractual relationship.  

When analyzing specific assets in the cyber environment, one realizes that cyberspace 

is constantly evolving and transforming with the advent of new technologies and innovations. 

The Internet, in particular, is an abundant source of information, which can increase complexity 

and make it challenging to predict behaviors and outcomes. This scenario is conducive to 

generating uncertainty and transaction costs, including information search and evaluation costs, 

adaptation costs to changes, and monitoring and quality assurance costs (Alchian & Demsetz, 

1972; Barzel, 1982; Rossi, 2023). These costs occur in companies of all sizes and segments, 

although it is especially relevant for those operating in markets characterized by high 

uncertainty, complexity, and low predictive ability (Stiglitz, 1988; North, 1990). 

Rindfleisch (2020) examines technology in distinct periods: in the past, Coase (1937) 

did not emphasize the role of technology in his original theory. Williamson (1993) 

acknowledges the role of technology but argues that "the choice between firm and market 

organization is neither given nor determined by technology," reflecting an ambivalent position. 

For the future, Benkler (2006; 2017) states technology as an enabling factor that changes the 

dynamics of economic transactions, allowing forms of collaboration and production that were 

previously impractical. 

This context suggests to consider cyberspace as the seventh type of specificity for 

transaction cost analysis. The cyberspace can constitute an asset that influences and is 

influenced by the other six asset specificities that are interdependent, mutually influential, and 

overlapping in different business contexts: 

Locational. Although cyberspace is, by definition, a virtual space, it can also have a 

local dimension. For example, geolocation services can use a device’s GPS data to provide 

information about nearby locations. In addition, websites can adapt their content to reflect the 

user’s geographic location. Moreover, “phygital” is a recent term created and used by 

businesses to describe the blending of physical and digital experiences for customers (Piccioni, 

2023). 

Another way to demonstrate how the physical environment affects the digital and vice 

versa is through technologies such as augmented reality and virtual reality, whether for 

commercial, educational, development of scientific (e.g., clinical areas) or entertainment 

applications (Yim et al., 2017; Cipresso et al., 2018; Rosenbaum & Germán, 2023) These 

technologies allow customers to view and interact with products digitally, but with an 

experience closer to what it would be in the physical environment, as is the case with digital 
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books and digital reviews in libraries. Cyberspace can occur in the individual’s relationship and 

with other technologies, such as digital, virtual, and remote, especially when it comes to service 

innovations in which physical presence becomes a secondary factor. 

Physical. The physical dimension of cyberspace includes the infrastructure needed to 

connect people and machines to the network. Building servers and laying fiber optic cables 

exemplify how the physical dimension integrates cyberspace. Due to their high interactivity 

between machines and people, investments in e-commerce and digital banking can be classified 

as specialized physical investments. This interactivity is a reflection of the figure of the 

cyberbody, which represents the projection of the body or a person in a hypertextualized form. 

The concept of the “cyberbody”, proposed by Lévy (1996), involves various forms of media, 

including videos, photos, writing, and images, and has been expanded with the emergence of 

Non-Fungible Token (NFT).  

Human. The specificity of human assets refers to the skills, knowledge, and experience 

that are unique to each individual and cannot be easily transferred or replicated. The human 

dimension of cyberspace includes interaction between users, whether through messaging, 

gaming, videoconferencing, or other forms of online communication. 

Considering the physical asset, there is not necessarily full employment of human 

capital or even the need for the direct and physical presence of the employee. However, 

robotization and automation are examples of processes built and parameterized by humans in 

cyberspace. The specificity of the human asset can have several repercussions for cyberspace, 

affecting the demand for ICTs talent, the costs of training and developing people, cybersecurity, 

and the ability of companies to compete in the marketplace. 

Dedicated. Dedicated assets in cyberspace, such as servers, virtual private networks 

(VPNs), and firewalls, can significantly influence the security and efficiency of an 

organization’s online operations (Kreutz et al., 2014). The network of relationships in the digital 

environment is an intangible asset that refers to the set of relationships that a company or 

individual has with other companies, customers, suppliers, and employees. There are 

commercial models where face-to-face communication consumes only additional resources, 

and cyberspace can favor a plurality of commercial partners. 

Brand. This asset specificity refers to the unique value that a brand possesses, and other 

brands cannot easily replicate that. It is necessary to point out that cyberspace can affect the 

specificity of the brand asset. The brand is not always built with “organizational effort”. A new 

business model typical of cyberspace is the influencers in social networks that advertise and 

sell products, behaviors, and fashion, constituting an environment of dissemination and 
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potential performance for companies. Considering the speed and access to information on the 

web, it is also necessary to consider the “deconstruction” of the brand in the same environment. 

Temporal. Although the question of time is an unchanged aspect, cybernetic time can 

be considered in the cybernetic environment, which is the intermediary between absolute and 

digital time. Wiener (2017, p. 67) would classify it as a “consecutive relationship of input-

output in time”, in which statistics constitute a sensitive measurement factor. Depending on the 

nature of the transaction, asset specificities concerning locational, physical, human, dedicated, 

brand, and temporal aspects will depend on and impact each other. It would be no different 

regarding cyberspace, as the asset specificity would also depend on and mutually impact these 

existing specificities. 

 Several business models on the market were created in the digital world and would not 

exist without them. It can be challenging to imagine today’s market without the digital 

environment, as technology and the internet have become essential parts of most business 

models: companies would need to rely on traditional means of communication such as 

telephone, mail, and fax to communicate with their customers, suppliers, and business partners. 

In addition, print, radio, and television advertising to promote and sell their products and 

services through physical stores, catalogs, and telephone sales. Without digital technology, 

internal business processes would be more manual, and companies would remain dependent on 

“traditional” methods. 

The convergence between the specificities of assets in the physical and digital 

environment is increasingly present, prompted by using technologies such as augmented and 

virtual reality. These tools allow consumers to interact in a more immersive and experiential 

way with products, even while shopping online. This has created new opportunities for 

companies to stand out in the market through service innovation (Gallouj & Weinstein, 1997; 

Djellal & Gallouj, 2007), offering experiences that differentiate them from the competition and, 

consequently, generate competitive advantage (Wernerfelt,1984; Barney, 1991; Teece et al., 

1997). 

The greater the specificity, the greater the risks and the greater the adaptation problems 

and, consequently, the more significant transaction costs (Williamson, 1985; Farina et al., 

1997). Therefore, structuring activities will depend on the company’s assessment of the costs 

involved. Revenues and costs pile up on both sides of a platform embedded in cyberspace, 

driving larger companies to pursue interoperability, scale, and network effects (Mancini, 2021). 

However, this can limit managers’ view of the positive effects of the platform, especially if they 

see it in the same way as traditional processes. On the other hand, smaller companies value 
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local use efficiency, user-friendliness, and cost concerns (Eisenmann et al., 2008; Pentinnen et 

al., 2018). 

However, cyber-attack is a recent topic of scientific discussion (Strupczewski, 2021; 

Matthijsse et al., 2023). At the same time, its diversity and complexity have characterized an 

exponential change in cybersecurity and cyber threats, permeating companies of all segments 

and sizes. It has even gained focus from the accelerated digitization of the economy and social 

relations. 

 

4 Cyberspace as Asset Specificity 

 

Understanding the type and degree of asset specificity is essential in determining the 

optimal governance structure for a given transaction or relationship. A greater degree of asset 

specificity typically requires a greater level of coordination and investment in governance 

mechanisms to reduce transaction costs (Coase, 1937; Williamson, 1985; 1991; North, 1990; 

Tirole, 2010). This reinforces the understanding that specific assets are specialized or unique to 

a particular transaction or use and have limited value outside of that transaction. 

Cyberspace presents itself as the production and distribution of decentralized and 

collaborative goods and services, with the participation of a large number of individuals, 

artefacts, and institutions in a network, constituting a new economy in cyberspace (Benkler, 

2006). The physical and the digital coexist in a complex configuration of cyberspace where 

connectivity, interactivity, and visibility exist. Industrial and technological structures are being 

replaced and complemented by codified technologies capable of reducing distance and time, 

while expanding opportunities in terms of control and command of the physical world. 

In Figure 2, transactions result from the integration between connectivity and 

interactivity. The combination of connectivity and viability promotes the creation of 

Innovation. Moreover, compliance can be produced by the fusion of interactivity and visibility. 

Therefore, connectivity, interactivity, and visibility have exclusive and distinct characteristics, 

but when combined, they create additional attributes that allow delineating cyberspace as an 

asset specificity. 
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Figure 2 

Cyberspace Assets 

 

Source: authors (2024) 

 

Cyberspace can be considered a specific asset that neither replaces nor isolates itself 

from other specific assets related to transaction costs. Considering the three elements that make 

up the specificity of cyberspace assets, connectivity is the first element for their functionality 

and existence. Cyberspace is a digital space built from the interconnection of computer 

networks, which allows communication and information exchange between people and 

geographically distributed systems (Ning et al., 2018; Lippert & Cloutier, 2021; Dunn Cavelty 

& Wenger, 2022).  

Understanding the influence of social institutions on the economy is still an evolving 

field which requires further analysis (Williamson, 2000; Aoki, 2007). In this context, 

institutions can promote business connectivity by investing in ICT infrastructure, implementing 

public policies, and creating a regulatory environment conducive to innovation and competition 

(European Commission, 2021). 

Connectivity is also a contributing factor to the expansion of cyberspace as new 

networks are created and connected to the global network. In fact, a lack of connectivity can 

lead to digital exclusion and limit people’s access to cyberspace and its possibilities. When the 

cost of interaction is low, there is more likely to be an increase in connectivity, while when the 

cost is high, interaction is limited (G20, 2019).  

The literature highlights how connectivity can foster innovation, collaboration, and 

productivity in companies through digital tools, while also addressing the challenges and 

transformations that this connectivity brings to the business world (Angelopulo, 2014; 
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Werbach, 2020; Luo, 2022). From this perspective, connectivity is closely linked to the 

interaction between social agents, which occurs when connected by a network. Thus, 

connectivity is the basis of cyberspace, allowing information to flow through the network and 

users to access and interact with each other. 

Interactivity in cyberspace and co-creation are closely linked, since cyberspace provides 

an ideal environment for collaboration and idea sharing between individuals around the world. 

Similarly, Lévy (2003) explored the relationship between a beehive and cyberspace to talk 

about collective intelligence, suggesting that cyberspace can be seen as a “digital hive” where 

people interact to create and share knowledge.  

Interactivity is feature of the digital economy, allowing companies to innovate and 

thrive in a highly competitive environment. Tapscott and Williams (2008) define interactivity 

as a process in which users actively participate in the creation of new products and services, 

allowing companies to benefit from ideas and perspectives from a broad user community.  

In addition, interactivity also constitutes a specific feature of new forms of digital 

narrative, allowing users to experience stories in innovative ways and create new forms of 

narratives (Murray, 2017) or even recognition of programming as the new digital age literacy 

arising from interactivity and connectivity (Rushkoff, 2010). Through dynamic relationships 

between the user and technology, it is possible to explore and experience new forms of 

interaction (Rajala et al., 2016; Montfort & Bogost, 2020). 

Conceptually, the visibility refers to the ability of an object, phenomenon, or process to 

be perceived or observed by one or more observers. It is an indispensable property in many 

fields, such as technology, social sciences, and others. In the context of cyberspace, visibility 

can be understood as the ability of an user to perceive the actions of other users in real-time, 

enabling a greater sense of proximity and interaction in the virtual environment. In an online 

game, whether entertainment or educational, for example, visibility allows players to perceive 

the movements of other players, making the experience more immersive and engaging (Jenkins, 

2015). 

The combination of visibility and interactivity in cyberspace is a vital element in 

enabling secure and reliable transactions among users, providing transparency and control over 

their actions and interactions, resulting in trustworthy transactions, as noted by Head and 

Hassanein (2002).  

In the current context of the digital economy, where commercial and financial 

transactions are increasingly taking place through online platforms and applications, security 

and trust are critical aspects to ensure the integrity and privacy of users’ information (Sharma 
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et al., 2019; Urena et al., 2019). In this sense, visibility (i.e., the ability to monitor and track 

users’ actions) and interactivity (i.e., the possibility of communicating and negotiating in real-

time) are elements to establish a secure and trustworthy virtual environment. 

Some studies have highlighted the importance of interactivity and visibility as factors 

that influence users’ perception of security and trust in virtual environments (e.g., Pavlou & 

Gefen, 2004; Wu & Wang, 2005; Pang et al. 2024). In addition, it is also pertinent to consider 

other aspects related to data protection, such as encryption, authentication, and digital 

certification, to ensure the integrity and authenticity of online transactions (Swan, 2015; 

Werbach, 2018; Zhang et al., 2022).  

It is worth highlighting that the token economy has enabled the development of other 

business models, such as decentralized crowdsourcing, as well as business relationships 

generating greater visibility of business processes while “transferring ownership of physical or 

digital assets using tokens” (Sunyaev et al., 2021, p. 458).  

In terms of trust transactions, studies have investigated the development of trust in 

several areas, including banking transactions (DeYoung, 2015), e-commerce platforms 

(Resnick & Zeckhauser, 2002; Al-Debei et al., 2015), digital health services (Adjekum et al., 

2018), cryptocurrencies (Böhme et al., 2015; Werbach, 2018) and blockchain (Beck et al., 2018; 

Werbach, 2018; Brookbanks & Parry, 2022). The trust embedded in the visibility of transactions 

is intrinsically linked to the trust deposited by people in commercial and financial transactions, 

such as purchases, sales, loans, and investments. Transaction trust is critical for the proper 

functioning of the economy in general, as it allows people (human agency) to transact in 

cyberspace. 

The visibility associated with connectivity expands the innovation capacity in the 

development and availability of new products and services. When combined, visibility and 

connectivity allow information management data to be made available in an open and 

understandable way to individuals through public services, such as institutions that make 

sectoral data, political activities, legislation, and norms available. These social innovations are 

perceived by Djellal et al. (2013, p. 7) as “electronic village hallse”. It also creates other 

possibilities in which individuals take an active role in developing norms and policies through 

their participation in public consultations, hearings, and other channels.  

Services can be developed and transacted in the cyber environment due to the 

geographical reach, real-time interactivity, accessibility, and credibility when promoting 

 
e Electronic Village Halls are community spaces that provide information technology resources, such as computers 

and the internet, intending to promote digital inclusion.  

https://creativecommons.org/licenses/by-nc-sa/4.0/
https://periodicos.uninove.br/index.php?journal=riae
https://periodicos.uninove.br/index.php?journal=riae


21 de 38 

 

CYBERSPACE AS ASSET SPECIFICITY 

 
Rev. Ibero-Am. de Est. – RIAE 

Iberoamerican Journal of Strategic Management - IJSM  

São Paulo, 24(1), Jan./Apr., p. 1-38, e25866, 2025 

reliable transactions. Also, connectivity allows the creation of new services such as e-books, 

online courses, games and applications, and social media with long-term effects (Benoit, 2023), 

whose visibility is presented as an accessible service shelf and can be monetized or non-

monetized. 

From the perspective of the specificities of cyberspace and uncertainty management, 

Figure 3 illustrates cyberspace assets. Starting from the triad of connectivity, interactivity, and 

visibility, the integration among them is represented by transactions, compliance, and 

innovation, which are critical factors in defining the specifics to bring efficiency, reduce 

transaction costs and manage uncertainty.  

Uncertainty management is developed, implemented, monitored, and enhanced by 

institutions, human agencies, and transaction trusts that act and influence transactions, 

compliance, and innovation in cyberspace.   

 

Figure 3 

Cyber specificities and uncertainties management 

Source: authors (2024) 

 

Imagine contracting a loan that needs to be made simple and secure, using the cyber 

environment.  For this, we will consider (a), (b), and (c) in Figure 3 to support visualize 

cyberspace as a specificity asset. 

 

Item (a) 

Connectivity + Interactivity: refer to the format in which transactions occur. They are 

necessary for the customer to access the financial institution’s platform, conduct the 

https://creativecommons.org/licenses/by-nc-sa/4.0/
https://periodicos.uninove.br/index.php?journal=riae
https://periodicos.uninove.br/index.php?journal=riae


22 de 38 
 

 
 

Rev. Ibero-Am. de Est. – RIAE 

Iberoamerican Journal of Strategic Management - IJSM  

São Paulo, 24(1), Jan./Apr., p. 1-38, e25866, 2025 

CYBERSPACE AS ASSET SPECIFICITY 

negotiation, provide and receive documentation, and finally, contract the service in real-time 

and with immediate feedback.  

Transactions: are related to contracting the bank loan and receiving the loan amount. 

Also, other adjacent financial transactions may occur, such as an insurance contract related to 

the loan. 

Institutions + Human Agency: are interested parties and can perform the role of 

facilitators in the transactions carried out, reinforcing the characterization of interactivity. 

Furthermore, the transaction may involve more than one institution, depending on regulatory 

agencies and credit agencies that will be part of the ecosystem of validation and formalization 

of contracts, standards and rules with the customers. 

 

Item (b) 

Interactivity + Visibility: Interactivity is responsible for enabling the customer to take a 

more active role in developing and purchasing a product or service. A global survey conducted 

by Sinch (2022) identified that one in three people over 40 switched financial institutions for a 

better mobile experience. The result points to a trend of users increasingly exploring the 

applications to perform services previously offered at the branches. In the case of a loan 

contract, it is expected that the customer will be able to perform all his actions, without the need 

to contact the call center, for example. Visibility goes beyond the user-friendly online 

transaction - it involves the security, transparency, and compliance that the platform offers. 

Compliance: involves creating a culture of accountability in which a company's actions 

are documented and monitored to ensure reliability. Companies that invest in effective and 

consistent compliance programs demonstrate a commitment to ethics, integrity, and 

transparency (IBGC, 2021). This can help build a solid and trusted reputation and contribute to 

building transaction trust by improving compliance with laws and regulations. 

Human Agency + Transaction Trust: Although the concept is commonly used in 

finance, particularly in structured finance and securitization transactions, trust transactions are 

also built through technological tools in commercial transactions, which use the financial 

system to transact (Kowalski et al., 2021). E-commerce has become an indispensable part of 

the global retail business that offers bank loans to its customers as a complementary activity to 

its core business.  

Cyberspace has been conducive to the development of peripheral services, which 

constitute support for businesses, although not essential to the provision of the core service, 

which improves accessibility and quality (Djellal & Gallouj, 2023) and can reduce transaction 
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costs. Concerning trust relationships, the individual (human agency) will always be subject to 

errors, intentionally or not (Williamson, 1993). Moreover, that can explain why security system 

developers have dedicated efforts to keep up with and respond quickly to cybercriminals’ 

evolving strategies or systemic failures. 

 

Item (c) 

Visibility + Connectivity: Visibility emphasizes transparency and trust in lending, and 

connectivity represents a key element in connecting customers to an organization. This 

combination can enable operational efficiency and cost reduction while providing convenience 

and customer experiences. 

Innovation: Innovation introduces innovative technologies and practices that advance 

as business models are created or adapted, contributing to a “permanent innovation economy” 

(Djellal et al., 2023, p. 183). In a bank loan transaction, contracting brings authentication 

processes, security keys, cryptography, smart contracts, and payment solutions developed and 

maintained through technology and innovation (Werbach, 2020; Natanelov et al., 2022; Yang 

et al., 2023). For example, a blockchain has represented a viable tool for recording and tracking 

transactions through a public and immutable record.  

Transaction Trust + Institutions: Trust is essential for the proper functioning of the 

economy since it allows individuals to make transactions safely. In one of the stages of 

contracting a bank loan, it is necessary to provide sensitive data, such as the customer’s 

financial situation, which is mandatory information for credit analysis and 

approval. Institutions are central to building trust and transparency in transactions through 

digital technologies, laws, and regulations. Trust reduces transaction costs and can be an 

essential source of competitive advantage (Dyer & Chu, 2003; Brookbanks, & Parry, 2022). 

 

5 Final Remarks 

 

The primary purpose of this article was to investigate and answer these questions 

addressed to broaden the understanding of cyberspace as the seventh asset specificity and to 

support future research. Cyberspace serves as the base environment of physical and digital 

(phygital) businesses. Depending on the business model, it can constitute a highly specificity 

asset. This is because its nature is highly technical, considering the investments required to 

involve technical tools and resources that are not easily replicable in any business model - 

whether to maintain, develop or upgrade the systems that operate in cyberspace.  
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Another aspect that contributes to the specificity of cyberspace focuses on customers 

satisfaction and their participation, which may also involve specific technologies to customize 

or adjust to their needs, as well as to keep the organization at a good competitive advantage in 

front of its players, while ensuring security and trust for all involved, i.e., institutions, and 

individuals.   

The characteristics of cyberspace, shown in Figures 2 and 3, emphasize the importance 

of connectivity, interactivity, and visibility in transactions, integrating with organizations' 

traditional operating models. Connectivity enables communication and information exchange 

between distributed networks, promoting innovation and productivity. Interactivity enables co-

creation and the active participation of users in the creation of new products and services, while 

visibility ensures that actions are perceived in real time, guaranteeing transparency and security 

in transactions. 

Figure 3 illustrates how these elements combine to facilitate transactions, regulatory 

compliance, and innovation. In the example of a bank loan agreement, connectivity, and 

interactivity enable real-time negotiations and document processing, while visibility ensures 

transparency and security of transactions. In this way, cyberspace complements and extends the 

specificities of traditional assets, providing new dimensions of operation and control. 

We have described the forms that have emerged in the convergence of cyberspace assets 

with asset specificities. These forms are widely recognized as local, physical, dedicated, human, 

brand, and temporal. It should be noted that certain types of services rely exclusively on 

physical assets. Examples include cloud storage services and online gaming, which depend on 

digital technologies and the Internet infrastructure for their operation. 

Furthermore, the combinations revealed between connectivity, interactivity, and 

visibility have made it possible to present the following cores: transactions, compliance, and 

innovation, which can be similarly considered a “digital solder” as each of these cores constitute 

a process that links the two elements (connectivity and interactivity, interactivity and visibility, 

and visibility and connectivity) to the point of fusion. 

In the cores, digital technology tools are highlighted that support transaction reliability 

through data protection, immutable and decentralized records, automated contract enforcement, 

and the authentication of digital identities. In addition, compliance, through auditing and 

monitoring, is critical to ensure the transparency and security of transactions between 

individuals and organizations. Moreover, finally the third and last core is innovation, which 

drives companies forward through differentiation, competitiveness, and adding value to society. 
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As concluding remarks, it should be emphasized that cyberspace is connected not only 

to Transaction Cost Theory but also to Service Innovation Theory, widely discussed by Gallouj 

and Djellal (2010; 2018; 2023), concerning the evolution of service sectors, the development 

of service innovation models, and the interaction between services and industries. This is 

mainly because, in cyberspace, there is a diffusion of goods and services, in which services are 

an intermediate activity for the delivery of physical products and an end activity for intangible 

deliverables. 

Although cyberspace demonstrates the potential for innovation and efficiency in 

commercial transactions, its dynamic and technically complex nature can pose significant 

challenges to Transaction Cost Theory (TCT), which aims to minimize these costs. The 

interaction between emerging technologies and economic factors in cyberspace can introduce 

new forms of transaction costs, such as monitoring costs and technological adaptation. This 

perspective suggests that cyberspace can hinder investments instead of simplifying and 

reducing costs due to its constant evolution and uncertainty. 

As recommendations for future studies, it is proposed to identify the governance 

structure and the dimensions of transaction costs (asset specificity, uncertainty, and frequency) 

of particular companies or sectors that transact services by hiring or providing services. 
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